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What is BYOD?
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A BYOD policy provides all employees with the ability to take 
advantage of the Microsoft tools available to them, whenever 
is most convenient.

Through BYOD you can:

BYOD stands for Bring Your Own Device and refers to your 
organisation’s policy to allow employees to use personally 
owned devices, e.g. mobile phones, tablets or laptops, for 
work purposes. 

Communicate to your colleagues easily, on your own device, 
whenever is suitable to you

Get updates in your own time, whenever works for you

Turn off notifications when you are not working

Use a device that you chose and are already familiar with
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1Separate your work and personal life 
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What’s in it for me?

No need to worry about contacting someone when 
they’re not working. Using Microsoft Teams on your 
own device allows you to separate your work and 
personal notifications with ease thorugh your own 
personalised settings.

3
Everything you need on a single device

By using a device that you own and are already 
comfortable and familiar with, you can communicate 
seamlessly with your colleagues using Microsoft Teams.

Use a wide range of accessibility features such as dark 
mode, read aloud and language translation.

Feel secure and confident with your digital workplace 
With detailed policies and security measures in place, your 
organisation cannot access your personal data on your 
phone. You can keep your company’s data safe and secure 
within Microsoft Teams , whilst keeping your personal data 
separate in your own apps.
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Getting started with
Bring your Own Device!

Speak to your line manager about accessing 
Microsoft Teams on your personal device –
Ask if you can be a champion!

Download Microsoft Teams and sign in using 
your work email address and password

Understand the policies and ways of working to 
ensure you’re always safe when on your mobile phone, 
such as not using it when in a hazardous environment

To get the most out of Teams on your mobile 
set Quiet Hours (eg 7PM - 7AM) and Quiet Days 
so you’re contacted only when you’re working 

Celebrate your new way of working and 
BYOD policy by posting on Yammer!
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FAQs
You may find yourself receiving certain question and requests more 
than others. We’ve compiled some of the most frequent questions 
so you can have some answers prepared:

How can I turn on dark mode in Teams? 

You can enable dark mode by following these steps:

English is not my first language, how can I communicate using Teams?

Microsoft Teams has built-in translation technology which can translate 
incoming and outgoing written or spoken conversations in real time.

I get too many notifications when I’m not working, can I turn them off?

Absolutely! Microsoft Teams has a functionality called Quiet Hours which will 
block any incoming calls and notifications according to the schedule you set.

What is a secure password?

A strong or secure password consists of at least six characters (and the 
more characters, the stronger the password) that are a combination of 
letters, numbers and symbols (@, #, $, %, etc.) if allowed.

I have my personal email and other apps on my device, does my 
organization access those?

No. Your organisation’s BYOD policy will only provide them access to the 
corporate applications you install on your phone, such as Microsoft Teams.

What if my device is damaged at the workplace, who is responsible?

As part of the BYOD policy, your organisation will let you know what 
is covered and who is responsible for resolving any damages.

Can I still have accessibility features on Teams in my personal device?

Of course! You can enable these by going in to the application settings.

Tap your display picture, and select ‘Settings’

Go to ‘Appearance’ and select ‘Dark’ (or system if you want it to 
match your device’s display mode)
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